
Report 3: Final Technical Report 
(due to the Coalition Lead 90 days after Period of Performance [PoP] 

and from Coalition Lead to PMO 120 days after PoP) 

SECTION A: Program Dates 

End Date: 

End Date: 

Dates Pre-Camp Occurred (MM/DD/YYYY): 

Dates Post-Camp Occurred (MM/DD/YYYY):

Start Date: End Date: 

If you had more than one set of dates for any of the above, please include the additional dates 
in the comment box below, along with their description: 

SECTION B: Program Outcomes 

1. What did participants learn in this program?
Identify three to five learning outcomes from your proposal.

Start Date: 

Start Date: 

Dates Camp Occurred (MM/DD/YYYY):



 
2. Please re-submit your demographic data in this report. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

3. If your program provided hands-on activities, how did the activities contribute to 
learning and what evidence do you have to confirm that learning occurred?  
Highlight one activity in particular that seemed to spark interest in cybersecurity. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 

 

 



 
4. For Student & Combination Camps ONLY, please provide any anecdotal information on 

any plans your students may have to continue their cybersecurity studies (i.e. 
additional camps, course in the school). 
If hosted a Teacher Camp, please put “N/A”. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

5. For Teacher & Combination Camps ONLY, please provide any anecdotal information on 
your teacher participants’ plans to take the instruction back to their classrooms and 
incorporate into their curriculum. 
If hosted a Student Camp, please put “N/A”. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 



 
6. How many hours of professional development activities occurred for your 

instructional staff pre-program, during the program, and post-program? 
 
 
 
 
 
 
 
 
 
 
 
 

7. To what extent do you feel your program implemented the GenCyber Cybersecurity 
Concepts?  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

8. Do you believe any of the GenCyber Cybersecurity concepts or objectives were not 
met? If so, please explain: 

 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 



 
SECTION C: Post-Camp Outreach 
 

1. Please briefly describe the post-camp outreach event(s) that were conducted.  
Include details on participants, events/lessons/activities, also include reflection on the impact 
(or lessons learned) after the event. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
SECTION D: Hardware/Software 
 

1. Provide a brief description of the hardware and software used during the program and 
have it available for review if accessible. 
 

 
 
 
 
 
 
 
 
 
 
 

 

 



SECTION E: Reflections 

1. What aspects of the program worked well?

2. How did you deal with challenges that your program encountered?

3. Were there any unexpected costs or costs that were higher than expected? If so, please
provide an explanation:



4. To what extent do you feel that your program contributed to the goal of GenCyber to 
increase the number of students interested in the cybersecurity field? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

5. To what extent do you feel that your program contributed to the goal of GenCyber to 
improve teaching methods for delivering cybersecurity content to K-12? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

6. Which of the GenCyber endorsed concepts did you implement most effectively? Which 
was the most challenging to implement? Please explain your response. 

 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 



7. What have you/your team learned about the GenCyber experience? 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

8. What unique feature of your program would you like to share with other GenCyber 
programs (if any)? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

9. How do you feel that your GenCyber offering contributed to the local cybersecurity 
ecosystem? 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 

 



SECTION F: Recommendations/Comments 
 

1. What changes could GenCyber make to help you better design and implement a 
successful program? Or is there anything additional you would like the team to know? 

 
 
 
 
 
 
 
 
 
 
SECTION G: Instructional Deliverables 
 

1. Please submit the following documentation as separate files (MS Word or Adobe) 
along with a completed Final Report: 
 

a) Lesson Plans (minimum of 3) 
***Please Note: These lesson plans should be what is provided TO the participants, not 
what the participants may have created during the camp. 
 

b) Program Schedule (including pre/post camp outreach events) 
 

c) Any other pertinent information that would benefit the overall GenCyber 
Program 
 
 

Form Submitted By: 
 

Name: 

Email: 

University Name: 

Grant Number: 
(H98230-XX-1-XXXX) 
 
Type of Camp: 
(Student/Teacher/Combination) 
 
Camp Format: 
(In-Person/Virtual/Hybrid) 
 
Date Submitted: 
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