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REVISION HISTORY 
Revision 
Number 

Document 
Revised Description of Change Release Date 

V1R4 Windows 10 
Mobile STIG, 
V1R3 

- V-100001 - Added CAT I requirement 
which states all Windows 10 Mobile 
installations must be removed because it is 
no longer supported by Microsoft. 

24 April 2020 

V1R3 Windows 10 
Mobile STIG, 
V1R2 

-Updated Configuration Table document 
with new controls 
-MSWM-10-20175, Changed technical 
procedure to implement requirement since 
Windows 10 Mobile now supports 
removable media encryption. 
-MSWM-10-201901, OS update policy and 
procedures were modified. 
-MSWM-10-911101, Removed  “Allow 
User Decryption” policy rule from the 
requirement. The control is no longer 
supported in Windows 10 Mobile. 
-MSWM-10-902420, updated minimum 
required OS version 
-Supplemental document, updated Section 
2.2. 

27 October 
2017 

V1R2 Windows 10 
Mobile STIG, 
V1R1 

- Added new Enterprise Data Protection 
controls to STIG (MSWM-10-911101). 
- Removed AllowCopyPaste check. 
Requirement is satisfied by new Enterprise 
Data Protection controls. 
- Removed network firewall requirements 
related to blocking OneDrive backups. New 
Windows 10 Mobile control (allow settings 
synchronization) allows MDM to block 
OneDrive backups (MSWM-10-202507). 
- Added new requirement that OS build 
10.0.14393.10 or higher must be installed. 

28 October 
2016 

V1R1  - Initial release 25 July 2016 
 


